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CHAIRWOMAN SANCHEZ, RANKING MEMBER SOUDER, AND DISTINGUISHED SUBCOMMITTEE MEMBERS, it is our honor to have the opportunity to appear before you today to discuss the current environment of border security and how SBInet, a key component of the Department of Homeland Security’s (DHS) Secure Border Initiative (SBI), will provide U.S. Customs and Border Protection (CBP) with the tools necessary to gain effective control of the borders.  My name is David Aguilar, and I am the Chief of the U.S.  Border Patrol, and with me is Greg Giddens, the Executive Director of SBI.  I would like to begin by giving you a brief overview of our agency and mission.  

In November 2005, Secretary Chertoff created the Secure Border Initiative to galvanize DHS actions across agencies in support of the President’s three core objectives for comprehensive border security and immigration reform:

· Gain effective control of the borders,

· Strengthen interior enforcement and compliance with immigration and customs laws, and

· Support passage of a temporary worker program.

Within this comprehensive DHS effort, CBP is charged with executing the first pillar of SBI – achieving control at and between the Nation’s ports of entry.

CBP, as the guardian of the Nation’s borders, safeguards the homeland — by protecting the American public against terrorists and the instruments of terror, while at the same time enforcing the laws of the United States and fostering the Nation’s economic security through lawful travel and trade.  In addition, the Border Patrol continues to perform its traditional and vitally important duties of detecting, apprehending, and deterring illegal aliens, smugglers, drugs, and other contraband between the ports of entry.  This is done simultaneously and in conjunction with uniformed CBP officers, who carry out similar interdiction and deterrence missions at our Nation’s ports of entry while facilitating legitimate trade and legal immigration.  

The priority and traditional missions of CBP are complementary in nature, and we are achieving good results on both fronts.  As of May 29, 2007, total overall apprehensions are down 25 percent from fiscal year 2006, with total Other than Mexican (OTMs) apprehensions down 47 percent.  The decrease in apprehensions is partly attributable to efforts to end the practice of “catch and release” and aggressive enforcement programs, such as Operation Streamline, the Arizona Border Control Initiative, Expedited Removal, the Interior Repatriation Program, and Operation Jumpstart.  At the same time, narcotics seizures have significantly increased.  To date, the Border Patrol has seized over 1.3 million pounds of marijuana, an increase of 30 percent as compared to the same time period last year, and 10,730 pounds of cocaine, an increase of 85 percent as compared to the same time period last year.  Our success is based on deploying the right mix of personnel, technology, and infrastructure.  Thanks to the strong support of Congress, we now have more agents to patrol more areas of the border, continue to add fencing and infrastructure along our borders, have increased our enforcement capabilities through Operation Jump Start, while building up our own internal resources, and continue our work to implement the SBInet program.  These resource and operational efforts are having the desired effect on the criminal organizations that have historically operated along our Nation’s borders as we have engaged our partners at DEA, FBI, and ATF, as well as other DHS components such as Coast Guard, ICE, and TSA, significantly improving our information and intelligence sharing efforts with these and other state local, tribal and law enforcement partners.  

The Border Patrol carries out its mission along our Nation’s borders by applying the “right mix of resources” in a layered enforcement mode.  This mix of resources includes personnel, technology, and infrastructure, which are deployed and implemented in a manner that is tailored to maximize enforcement efforts in a targeted area of operation.  Included in these enforcement efforts is a critically important second layer of defense that denies major routes of egress from the borders to smugglers intent on delivering people, drugs, and other contraband into the interior of the United States.  This is done through the use of tactical and permanent checkpoints on highways leading away from the border, the checking of transportation hubs that may be used to smuggle people or contraband, working with law enforcement task forces, and partnering with other law enforcement agencies.  

 The Border Patrol has a clear strategic goal: to establish and maintain effective control of the borders of the United States.  Effective control is defined in the Border Patrol’s strategy as the ability to:

· Detect an illegal entry;

· Identify and classify the entry and determine the level of threat involved;

· Respond to the entry; and

· Bring the event to a satisfactory law enforcement resolution.

Critical to effectively accomplishing our mission is the ability to continually assess, develop, and deploy the appropriate mix of technology, personnel, and infrastructure in order to gain, maintain, and expand coverage of the border and use our resources in the most efficient fashion.  SBInet is charged with designing, developing, and implementing a “system of systems” solution that incorporates surveillance and detection, command and control, intelligence, tactical infrastructure, communications and information technology.  This integrated solution will support Border Patrol agents between the ports of entry and CBP officers at the ports of entry as a tool to gain effective control of our Nation’s borders.  SBInet will utilize the latest innovative technology – cameras, biometrics, sensors, air assets, improved communications systems – to provide the force multiplier that the CBP agents and officers need to execute the agency’s mission in the safest and most effective manner.

Securing our Nation’s diverse border terrain is an important and complex task that cannot be resolved by a single solution, such as installing fence alone.  To secure each unique mile of the border requires a balance of technology, infrastructure, and personnel that maximizes our Nation’s return on investment and is tailored to each specific environment.  Some of the components included by the Border Patrol and SBInet in evaluating tactical infrastructure needs are border access, border barriers (both vehicle and pedestrian), and the integration of existing and new technologies, such as cameras, sensors, and software.  The proper mix of resources will vary with differing border environments and enforcement challenges.  Generally, the Border Patrol operates in three basic geographical environments: urban, rural, and remote.  Each element has its own unique challenges.

In an urban environment, enforcement personnel have only minutes, or sometimes seconds, to identify an illegal entry and to bring the situation to a successful resolution.  Urban environments have significant infrastructure that does not exist in rural or remote areas.  Urban areas facilitate an illegal entrant’s crossing of the border and assimilation into the population in such a way that the violator easily blends in with legitimate traffic in the community within moments.  Typically, smugglers and potential illegal entrants prefer urban areas due to the available infrastructure.

In urban areas, the deployment mix will lean heavily on SBInet-provided tactical infrastructure, such as lights and fences, and technology supported by sufficient personnel to quickly respond to intrusions.  The physical infrastructure serves as a tactical tool to impede, channel, slow down, and manage the entrant.  The deployment tends to be of high visibility in that a potential intruder actually sees the barriers, lights, detection capability, and patrols occurring on or near the immediate border.  The goal of deployment in an urban area is to deter or divert potential illegal traffic into areas where the routes of egress are not immediately accessible and enforcement personnel have a greater tactical advantage.  

In a rural environment, response time to an incursion can be greater, as the time from the point of entry to assimilation into the local infrastructure may be minutes or hours, exposing the violator for a longer period of time and allowing for a more calculated enforcement response.  Deployment in a rural area will be more dependent upon an SBInet solution that involves detection technology, which can track the illegal entrant as he progresses into the country; provides rapid access to the border; and establishes barriers designed to limit the speed and carrying capability of violators.

In remote areas, it may take a violator hours or even days to transit from the point of entry to a location where the entry may be considered successful.  This allows for a significantly more deliberate response capability geared toward fully exploiting the terrain and environmental advantages.  Deployments in remote areas will lean very heavily on detection technology and will include infrastructure geared toward gaining access to permit enforcement personnel to confront and resolve the event at a time and location that are most tactically and strategically advantageous.  Other infrastructure and/or facilities that may be employed in a remote area include remote operating bases to provide for full enforcement coverage in locations that are difficult to access on a shift-to-shift basis.

Over the years, the Border Patrol has used various forms of technology and infrastructure to help complete its mission.  As technologies develop and operational needs change, the systems used have evolved.  For example, the Border Patrol screens individuals against the combined ENFORCE, IDENT, and IAFIS database systems, which were integrated by US-VISIT.  Additionally, Border Patrol installed high-tech infrared cameras and sensors, provided agents with computers and intelligence databases, built command centers, and tested radar technology, all in an effort to bring greater control to the U.S. borders.  Through SBInet, and with help from DHS Science and Technology, CBP will leverage the most effective proven technology (radars, communication devices, cameras, sensors, and other equipment), infrastructure, staffing, and response platforms, as well as integrate existing resources, in a single comprehensive and integrated border security solution.  SBInet will help enable the CBP Border Patrol agent, the CBP officer, and the Air and Marine interdiction agent to more efficiently deter, detect, and resolve illegal entries into the United States.  DHS Science and Technology will help reduce SBInet’s programmatic risk by providing cutting edge technologies that have been thoroughly researched, developed, tested and evaluated for the system of systems border solution.  Though the technological enhancements are meant to improve and standardize our way of doing business, they will also be tailored to meet an individual sector’s needs.  

Although specific packages will vary, the vision under SBInet is to move towards a system that makes use of mobile data and communications systems and Common Operating Picture (COP) technologies that provide real-time situational awareness.  A COP allows agents, dispatchers, and supervisors to know what is happening throughout their work environment and gives them broad situational awareness of their areas of responsibility.  For example, agents with a mobile data terminal (MDT) in their vehicle will be able to receive an alert when sensors are triggered.  The device will then download a live picture of the area from a camera mounted on towers.  This will improve upon current procedures under which a dispatcher must relay information to the field agent, increasing overall effectiveness and efficiency.  Command and Control Centers will have a global view of the sector, and they will be able to zoom in on specific locations via cameras to inform agents of an illegal entry, the number of persons involved in the incursion, their location, and the number and locations of agents within the area that can respond.  SBInet plans to install radar, unmanned aircraft systems, ground surveillance radar, sensors, and camera towers to track the movement of people, vehicles, or boats.  This type of system decreases the need for physical barriers, although it will not eliminate the need for fences or barriers in all locations.  This is ideal in many desert, remote, and marine environments, such as the Great Lakes.  These interconnected systems will send real-time, tactical information to Command and Control Centers and to agents via portable communications devices.  The COP technology will also enhance integration intelligence for interdiction operations with the Coast Guard in the Great Lakes region.  
The SBInet solution will first be fielded along a 28-mile stretch of border in Sasabe, Arizona, in an effort known as Project 28.  Project 28 is the first segment of the SBInet integrated system that will supply CBP agents and officers with the ability to detect illegal entries when they occur, effectively and efficiently respond to each entry, and bring the situation to the appropriate law enforcement resolution.  Project 28 will provide Border Patrol agents with real-time information of both CBP assets and intruder locations.  This is the basis for integrated communications among Border Patrol agents, Border Patrol stations, Border Patrol sectors, and other law enforcement personnel.  The primary components of the Project 28 system are the mobile integrated sensor towers, the Project 28 COP, enhanced communications, upgraded patrol vehicles, and Rapid Response Transport vehicles.  

The nine re-deployable sensor towers include integrated cameras and sensors to improve detection, identification, and classification.  The cameras provide long-range surveillance, while the radar locates moving targets and classifies them.  Both the cameras and radar operate day and night.  The 98-foot high towers elevate the surveillance technologies above uneven terrain and vegetation.  The towers include broadband wireless transmission capability and can be operated remotely.  Once initial operating capability has been achieved, each tower will operate independently, incorporating data to the COP.  

COP data will be transmitted via the towers to the Tucson Headquarters facility, a Forward Operating Base, modified Border Patrol vehicles, and three Rapid Response Transports, increasing situational awareness, mission efficiency, and agent safety.  Project 28 will provide Command, Control and Communications capability for the COP at Border Patrol Tucson Sector Headquarters; a Forward Operating Base Command, Control and Communications Unit outfitted with a COP and communications equipment; 50 patrol vehicles that have been upgraded to provide rugged, secure, mounted laptop computers to enable displays of COP data; and three Rapid Response Transports.  Project 28 will also provide 70 satellite phones to improve communications with the patrol vehicles.

Project 28 includes three Rapid Response Transports to increase the speed of transporting illegal immigrants from the point of apprehension to processing and detention facilities.  The Rapid Response Transport vehicles, which are outfitted with laptops for COP display and satellite communications equipment, can transport up to 12 people.
CBP has made great strides toward securing America’s borders while facilitating legitimate trade and travel and ensuring the vitality of our economy.  We recognize the challenges that lie ahead.  By utilizing the latest technology and infrastructure as part of a comprehensive solution that also includes additional well-trained personnel, and by maintaining a vigilant interior enforcement of our Nation’s immigration laws, we will fulfill our mission of protecting our country and its citizens.  I would like to thank Chairwoman Sanchez, and the members of the Subcommittee, for the opportunity to present this testimony today and for your continued support of DHS and CBP.  We would be pleased to respond to any questions that you may have at this time.  
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