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Good afternoon, Chairwoman Jackson-Lee, Ranking Member Lungren, and members of the subcommittee.  I am pleased to appear before you today to discuss how transportation security has evolved and what the future holds for transportation security.

The Department of Homeland Security has reached a significant milestone in passing its fifth anniversary in March.  Secretary Chertoff has noted that it is time to assess how far the department has come and where it must go in the next five years.  In that context, Secretary Chertoff outlined the department’s priorities as: identifying the nature and scope of threats, assessing our vulnerabilities in relation to these threats, preventing these threats from materializing, and preparing responses to and recovery from disasters resulting from acts of terrorism and nature.  As the Secretary recently noted, before September 11th we did not have an effective aviation security system to protect the 2 million domestic air travelers who rely on commercial aviation every single day.  Today, the traveling public benefits from 20 layers of screening -- from hardened cockpit doors; to Federal Air Marshals; to 100 percent screening of passengers and their bags by the dedicated men and women of the Transportation Security Administration (TSA). 

In conjunction with Secretary Chertoff, TSA is focused on risk-based security using all of our resources– our people, our processes and our technology—to get ahead of the terrorist threat. Namely: To stop what is in progress; to disrupt and deter what is being planned; and to address vulnerabilities that will strengthen our core.  Two recent items in the news remind us of the importance of these challenges and of how TSA has successfully met them.     

The first concerns the eight men currently standing trial in London who are accused of a plot to conduct suicide bombings during the summer of 2006 onboard passenger planes destined for North America.  As details of that plot emerge, the public is learning that deception and the use of unconventional tactics are two of the staples employed by those who desire to do us harm.  The plot involved targeting flights bound for San Francisco, New York, Washington, Chicago, Montreal, and Toronto with home-made liquid explosives capable of being assembled and detonated mid flight.  In Opening Statements, jurors were told that these transatlantic flights, all leaving Heathrow Airport within 2 ½ hours of one another, would be simultaneously blown up in midair with the goal of killing on “an almost unprecedented scale.”  Immediately after the plot was foiled, TSA developed, with the help of the Science and Technology Directorate, the current 3-1-1 liquids policy which, to date, has proven to be an effective tool to manage the threat of liquid explosives.

The second concerns a successful catch by our Behavior Detection Officers (BDOs) earlier this month at the Orlando International airport.  On Tuesday, April 1st, a Jamaica-bound passenger, Kevin Brown, aroused suspicion of TSA BDOs, who, working in conjunction with the Orlando Police Department, the Orange County Bomb Squad, and the Federal Bureau of Investigation, uncovered prohibited bomb-making materials located in the passenger's checked bag.  Their swift action demonstrated that BDOs, trained to detect deceptive and suspicious behavior, are contributing to airline security by detecting and discovering dangerous people and dangerous items.  

Facing a risk of unparalleled dimension, TSA has clarified its mission by incorporating a risk-based and layered strategy into security operations and programs.  In evaluating our resources, we have invested in promising technologies designed to more effectively aid us in achieving our security mission.  To engage our workforce, we have relied upon the value of their input, provided provisions for their safety, rewarded their work ethic through pay for performance incentives, provided career progression opportunities, and invested in their professional potential with increased training programs.  In order to leverage the value of our partners and stakeholders in the transportation security community, we have developed and fostered relationships with other government agencies, local law enforcement, and the private sector.  Finally, strong management of these assets has enabled TSA to produce a spirit of evolution and a bold security approach focusing on people, process, and technology.

Despite the challenges we have faced in implementing these ideals, we have made significant progress, which I feel privileged to highlight today.

Evolution of Security at the Checkpoint

An effective security system must constantly be evolving.  TSA is in the process of a fundamental shift in strategy for the security checkpoint which encompasses people, process, and technology.  This is the most significant change occurring in passenger screening since 9/11 and even since the checkpoint was first established in the 1970s.  TSA has taken a fresh look at our checkpoint operations to see how we can improve security.  We took what we know from the intelligence and security communities, we listened to our employees, we learned from passengers, we evaluated readily deployable technology, and have come up with changes that we are piloting.
People.  The human element is critical to achieving a high standard of security.  TSA is overhauling the process at the checkpoint and relying more on personal interaction to detect 
irregular behavior.  TSA’s introduction of behavior detection and assuming the position of travel document checker have proven to be valuable methods of identifying people who are exhibiting unusual signs of stress, fear, and/or deception at the checkpoint.  Behavior detection draws a contrast between average levels of travel stress and those intending to do harm.  Training all security officers to increase passenger interaction on a one-on-one basis will achieve a calmer, quieter environment that will result in heightened security.

 
Process.  The current checkpoint during a peak travel period is often noisy and congested.  Part of the noise comes from security officers shouting instructions at travelers.  A chaotic, noisy congested checkpoint is a security nightmare because it can potentially conceal the enemy.  The prototype at Thurgood Marshall Baltimore-Washington International Airport (BWI) gives screeners wireless whisper radio headsets which will allow them to perform their duties in a more low-key demeanor and communicate more effectively with others on their team.  Further, the prototype has light and sound elements designed to have a calming effect.  
Another simple yet effective program that improves the checkpoint process is Self-Select Lanes currently running in Salt Lake City, Orlando, Denver, Spokane, Boston, Orlando, Cincinnati, and Raleigh-Durham, with more planned in the near future.  Self-Select Lanes are comprised of a series of lanes designated by signage that directs passengers based on their travel needs and knowledge – Expert, for the business traveler who flies several times a month; Casual, for passengers that travel less frequently, but are familiar with the security process; and Family/Special Assistance, for passengers traveling with small children or strollers, elderly passengers, and passengers who may need special assistance.  These lanes give passengers some control over the checkpoint process and have reduced the number of alarms and prohibited items at the checkpoint.
 

Technology.  New technology does not currently exist to adequately address the threat alone so TSA, working closely with the Science and Technology Directorate, is investing in the development and deployment of proven technology, including multi-view x-ray and whole body imaging.  These are the first significant additions to checkpoint technology since walk through metal detectors and standard x-ray machines were introduced in the 1970s.  Multi-view x-ray gives the security officers a better look at what is in the carry-on and will potentially speed up the process because fewer bag checks will be required.  The other advantage is the equipment can be upgraded as new software algorithms are mastered.

 

TSA introduced millimeter wave in Phoenix, and we will roll out this technology at LAX and JFK this month and BWI later this spring.  This technology can detect items concealed on the body, including plastics, through a robotic image that will be viewed from a remote location. TSA will be working to socialize this technology with the American public.  It is already in use in international transportation venues, and will improve security while maintaining passenger privacy by ensuring that images will not be saved or stored.

 
Defining Our Mission
Risk-Based, Layered Security

Checkpoint evolution is based upon a risk-based strategy that requires us to envision the whole picture and implement selective and unpredictable security measures.  TSA is focusing beyond the physical checkpoint—pushing our borders out and concentrating on persons with hostile intent or those conducting surveillance even if they are not carrying a prohibited item.  By spreading our layers of security throughout the airport environment and elsewhere, we have multiple opportunities to detect terrorists and leverage the capabilities of our workforce, our partners, and our technology.

Using this approach, we have significantly improved security at airports by deploying our workforce in new locations and for new functions.  Our Travel Document Checker (TDC) program, which enhances security by detecting individuals who attempt to board an aircraft with fraudulent identification documents, has been implemented at all federalized airports.  We deployed 1,323 Behavior Detection Officers (BDO) and trained them to identify potentially high-risk individuals who exhibit behaviors indicating hostile intent at over 88 of our busiest airports as part of the Screening Passengers by Observation Technique (SPOT) program.  In cooperation with Federal, state and local law enforcement and aviation and surface transportation entities nationwide, we have also deployed Visible Intermodal Protection and Response (VIPR) teams, comprised of TSOs, BDOs, Transportation Security Inspectors (TSIs), and Federal Air Marshals.  VIPR teams enhance the security of persons and critical infrastructure and prevent, prepare for, protect against, and respond to acts of terrorism in all modes of transportation at any location.  

Enhanced Employee Screening.  In addition to the extensive scrutiny that employees working in a sensitive airport environment must undergo before being allowed unescorted access to the Security Identification Display Areas (SIDA) or the sterile areas of our Nation’s airports—criminal history records checks and name-based checks against terrorist watchlists, we have developed the Aviation Direct Access Screening Program (ADASP), which conducts random and unpredictable screening of individuals employed at airports who enter secured areas of airports and their accessible property.  

Screening of Air Cargo.  In carrying out the Implementing Recommendations of the 9/11 Commission Act (9/11 Act), P.L. 110-53 (2007), requirement of screening 100 percent of cargo transported on passenger aircraft, TSA is stressing effective security management of the air cargo supply chain.  Collaborating with stakeholders--U.S.-based shippers, freight forwarders, and passenger air carriers -- TSA is developing a program that will facilitate screening early in the supply chain using currently approved screening methods and stringent facility and personnel security standards.  TSA will build upon our established programs: air cargo security regulations, Security Directives, and increased use of TSA-certified explosives detection canine teams and TSIs for Cargo.
TSA’s strategy will involve every component of the air cargo shipping system from the entity originating the freight to the freight consolidators/forwarders, airports, and finally to air carriers who transport the cargo – and the people involved in the process that have access to cargo at every point in the supply chain.  This program is designed to harmonize with the international community since a large portion of air cargo moves on international flights.  
TSA employs 300 Cargo TSIs who are exclusively dedicated to the oversight of air cargo.  An additional 150 air cargo TSIs will be added by the end of FY08.  Inspectors conducted more than 30,000 compliance reviews in FY06 and initiated more than 1,300 formal investigations based on suspected non-compliance with TSA.  Along with performing daily oversight of cargo operators, inspectors also conduct covert testing of the air cargo system and participate in “cargo strike” surge activities at our nation’s largest cargo airports.

General Aviation.  TSA is collaborating with the general aviation (GA) community and our interagency partners to develop reasonable, feasible, and effective security for GA operations while ensuring that these measures support continued operations and increased growth of the industry.  TSA currently vets aircrew and passengers in certain high-interest GA sectors, including flights flying into the “Maryland-3” airports (Potomac, Hyde, and College Park), GA flights flying into or out of Reagan Washington National Airport, and certain categories of private charter flights and general aviation aircraft.  TSA is also working with aircraft operators and Fixed Base Operators directly to develop voluntary programs of verifying the identification of passengers on board aircraft and maintaining facility security in and around GA aircraft.  
Internationally, the U.S. Customs and Border Protection (CBP) recently issued a Notice of Proposed Rulemaking (NPRM) that will require GA operators to submit comprehensive manifest data about passengers, crew, and flight information electronically to CBP, as part of its Electronic Advance Passenger Information System (e-APIS), at least 60 minutes before the aircraft departs for the United States.  Currently, we only receive very basic information from GA aircraft coming into the United States, such as who is and is not a U.S. citizen.  Having this information an hour before departure will give CBP officers more time to fully pre-screen travelers and crews and take necessary actions to resolve threats.

Vetting

TSA’s Office of Transportation Threat Assessment and Credentialing (TTAC) consolidates the management of all vetting and credentialing programs designed to identify known or suspected terrorist threats seeking access to transportation systems, using terrorist-related threat assessments.  Since late 2003, TTAC has continually vetted flight crews and other crewmembers on commercial and all-cargo flights flying internationally into, out of, or over the United States or its territorial airspace, representing about 50,000 crewmembers daily.  

TTAC’s mission has expanded to include vetting in other critical sectors of transportation, including truck drivers applying for a HAZMAT endorsement and persons or entities within the United States engaging indirectly in air transportation of property on passenger aircraft.  Also, each and every foreign national applying for flight training, leading to an additional skill, at any FAA-certified school anywhere in the world is vetted before beginning that training.  TSA is seeking fee legislation to capture the costs related to these applications ensuring a self-supporting sustainable fee-funded program.  
Secure Flight.  To enhance the vetting of aviation passengers against terrorist watch lists, TSA published a NPRM to implement the Secure Flight program on August 23, 2007.  As proposed, Secure Flight will bring the process of comparing passenger names against the watch list, now performed by aircraft operators, into the government and will align domestic and international passenger pre-screening.  This will establish a more consistent and effective watch list matching process and enhance our ability to stop terrorists before they get to the passenger screening checkpoint.  TSA is now evaluating the comments received from the public and industry and preparing the Final Rule.  We have taken the time to build the Secure Flight program right.  We have built a program with the operational requirements necessary to enhance aviation security while protecting the privacy and civil liberties of the traveling public.  The DHS Traveler Redress Inquiry Program (DHS TRIP) is available for passengers who feel they have been improperly delayed or prohibited from boarding an aircraft. 

TSA has begun voluntary testing with airlines to validate the Secure Flight watch list matching system, in which volunteer aircraft operators provide data to TSA, while continuing to conduct watch list checks for their flights.  TSA will compare the results of its watch list matching with these air carrier results to ensure the validity of the Secure Flight system.  

Transportation Worker Identify Card (TWIC).  The TWIC program provides a tamper-resistant biometric credential to maritime workers requiring unescorted access to secure areas of port facilities and vessels regulated under the Maritime Transportation Security Act of 2002, P.L. 107-295.  As of April 8, 2008, TSA has enrolled more than 213,000 port workers at approximately 90 fixed enrollment centers and expects to complete national roll-out of 147 fixed enrollment centers and enroll nearly 1 million workers during 2008.  

In cooperation with the United States Coast Guard (USCG), we have initiated pilot programs with partners in five distinct locations across the country to test card readers in real world marine environments.  Current participants are the Port Authorities of Los Angeles, Long Beach, Brownsville, and New York/New Jersey, and vessel operations in Annapolis, Maryland and Vicksburg, Mississippi.  We are also working with DHS’s Science and Technology Directorate and the National Institute of Standards and Technology (NIST) to execute our test plan that will evaluate the card-reader interface under a variety of conditions and assess its impact on operations.  
Efficiently Aligning Our Resources
People
TSA continues to seek efficiencies in our field operations.  Through the use of the Staffing Allocation Model (SAM), we are able to identify operational and efficiency gains by better utilizing our TSOs.  We have improved our TSO scheduling to more accurately align with passenger loads and air carrier schedules, increased the use of part-time employees and expanded the use of “split-shift” employees to increase staffing during high volume periods.  We have also installed computers at or near screening checkpoints to allow a more efficient use of TSO time for training and reduce their time away from checkpoints.   

Technology 

As a result of our close relationship with the Science and Technology Directorate, working through the Capstone Integrated Product Team (IPT) process, we are constantly seeking new technology solutions.  The events on 9/11 and the details of the London plot being made public now teach us that we must anticipate threats that continue to grow in sophistication and complexity.  This effort includes leveraging the skills of our TSOs with new technology designed to increase threat detection and improve efficiencies in checkpoint throughput.  We added 23 in-line Explosives Detection Systems (EDS) for checked baggage screening at airports and are adding significant next generation technologies.  We are deploying liquids scanning devices at checkpoints and are now using a hand-held liquids scanner for non-checkpoint screening locations.  We will begin deploying Advanced Technology (AT) X-ray equipment for carry-on baggage, which provides TSOs with a better capability to identify and detect threats through improved imagery and analysis tools.
Other technology is being evaluated.  We are pilot testing whole body imagers to quickly and safely screen passengers for prohibited items without the need for physical contact on a voluntary basis.  We are exploring Automated Carry-On Explosives Detection Systems (Auto-EDS) for inspecting carry-on items, and we are testing new cast and prosthesis scanners that will provide a safe, dignified, and non-invasive way to identify potential threats and clear passengers wearing casts, braces, and prosthetic devices.  Finally, we are evaluating several new products that will greatly increase the speed of handling and screening checked baggage, particularly when integrated into an airport’s baggage handling system, while reducing the size of the footprint of the baggage screening location.
The President’s FY09 budget request reflects TSA’s plan to strategically deploy additional technology that will improve security for passengers, generate additional staffing efficiencies, and improve the passenger’s travel experience.  The request anticipates an additional $426 million annually in mandatory funds generated by a four-year $0.50 temporary surcharge on the passenger security fee with a maximum increase of $1.00 per one-way trip.  The temporary surcharge would be deposited into the Aviation Security Capital Fund (ASCF) for the specific purpose of purchasing, installing, and recapitalizing inline EDS.  This is being requested together with a proposal to allow for more flexible funding of inline EDS, including the discretionary use of letters of intent.  This additional funding will allow TSA and our airport partners to greatly accelerate the implementation of the checked baggage screening investment plan. 

Improvised Explosive Device (IED) Mitigation

Our TSOs undergo some of the world’s most intensive IED training to understand the nature of explosives and detect even the most cleverly conceived devices.  To learn to identify anomalies and enhance detection of liquid explosives and other emerging threats, TSOs receive extensive classroom, checkpoint, and computer-based IED recurrent training.  Practical exercises further enhance the ability to carefully scrutinize the images which appear on the x-ray machines in order to recognize IED components that are artfully concealed or disguised as innocuous items, such as gels, shampoos, toothpaste, and shaving cream within bottles and containers.  The training is flexible and updated to respond to any new potential threat against the nation’s transportation systems.  Additionally, TSA deploys special bomb simulation kits for recurrent training purposes at all airport checkpoints.  These kits are designed to train TSOs to “think like a terrorist,” by creatively constructing and concealing simulated explosive components and materials, and attempting to get them through the checkpoints.

Engaging Our Workforce
The success of any operation depends on the quality of the people involved.  TSA has had a major focus on improving security by improving the capabilities of its people.  Better recruiting and hiring, better training, better incentive systems, career progression opportunity, more involvement in decisions effecting the workforce, and more recognition of the critical role played by our people – these efforts all have a positive effect on the security result TSA delivers.  

Training.  We are in the process of rolling out a major training package that ties together the latest intelligence analysis, more advanced explosives detection skills, and ways to engage with passengers in a way that gets calmer environment and better security result. 
Career Progression.  The Career Progression Program has been in effect for a full year in FY 2007.  This program provides widespread career growth and professional development opportunities for high-performing TSOs.  The plan allows TSOs to continue to advance in their work based on their skills and performance; this will open up more opportunities for TSOs to potentially qualify for security, protection, or law enforcement jobs elsewhere within the Department of Homeland Security.  
Policies.  Recently, I met with the second generation National Advisory Committee (NAC-2), which is a group comprised of all levels of screening personnel selected by their peers.  Together, we made significant changes to the performance management system based on their recommendations because we want our security professionals engaged in their work and gaining knowledge through training as opposed to being bogged down with assessment requirements.  We want our supervisors and managers on the floor, coaching and involved with the activity at the checkpoint, not spending all of their time with program administration.  TSA leadership is serious about implementing human capital policies, including pay, that reflect the critical importance of TSA people being engaged and motivated for our vital job.
Safety.  Maintaining a healthy, able-bodied workforce is also critical to TSA’s mission.  We have improved workplace safety through a series of aggressive initiatives, including Optimization and Safety Integrated Product Teams, involvement of the National Advisory Council in planning aspects of the Safety program including the Safety Week Campaign, the deployment of contract safety specialists to support TSA field operations, and timely investigation of incidents to identify and correct safety problems.  We have automated the injury claim filing process for injured TSOs to ensure that benefits are uninterrupted, and our Nurse Case Manager Program is helping to return injured TSOs to productive duty once they are medically capable.  As a result, we reduced the number of TSO Lost Time injuries and illnesses by 26.1% from 4,367 in FY 2006 to 3,228 in FY 2007--a reduction to 7.19 injuries per 200,000 work hours.  
Developing Strong Partnerships within All Modes
Surface Transportation Security

Strong partnerships have especially proven to be critical as we expand our presence in modes of surface transportation security.  TSA continues to make progress in addressing major system wide security risks in surface transportation and build information sharing networks.  We work closely with stakeholders in these industries, putting an emphasis on sharing intelligence, capacity, and technology with that of other law enforcement, intelligence or other agencies at every level of government.  We also continue to work closely with the Department of Transportation (DOT), its various modal administrations, and the many other surface transportation stakeholders to enhance security through partnerships, proposed regulations, and the Federal Emergency Management Agency (FEMA) with grant planning, evaluation and awards.  

Freight Rail.  Secretary Chertoff established the priority goal of achieving a 50% reduction in the objectively measured risk posed by rail cars carrying toxic inhalation hazards (TIH) by the end of 2008.  To achieve this goal, TSA has implemented a multi-layered security strategy which includes regulatory development, cooperative agreements, and comprehensive risk based programs.   To objectively measure success in reducing the risk associated with TIH rail transportation, TSA developed a program that will track and measure the standstill time of TIH cars in high threat urban areas (HTUA)s.  Using a detailed set of tracking data and comprehensive field inspections, to date TSA has been able to document a 42.9% reduction in the overall risk.  

On December 21, 2006, TSA published a proposed rule (NPRM) to strengthen the security of the Nation’s freight rail systems in (HTUA).  The NPRM addressed shippers, carriers, and receivers of TIHs and other security-sensitive materials by rail.  Proposed requirements include railcar location reporting within a specific time period and the establishment of a secure chain of custody from shippers to railroads and from railroads to receivers within HTUAs.  TSA also proposed requirements for designating rail security coordinators and suspicious incident reporting by rail mass transit, passenger rail, and all freight rail carriers.  We intend to publish this final rule by the end of the year. 

Passenger Transit Programs and Grants.  As a strategic priority, TSA focuses on elevating terrorism prevention and immediate response capabilities in passenger transit systems through operational deterrence, security training and exercises, and key infrastructure protection.

A critical component of this effort is the Baseline Assessment for Security Enhancement (BASE).  TSA Transportation Security Inspectors assess passenger transit systems in 17 areas foundational to an effective security program.  Applying the results of the 63 comprehensive security assessments completed to date, TSA has developed and implemented programs and allocated resources for counterterrorism training of frontline employees, dedicated anti-terrorism operational packages, and transit system-focused terrorism prevention and response exercises – each eligible for funding as priorities under the Transit Security Grant Program.  
The success of the BASE program reflects the close security partnership developed with passenger transit systems.  To facilitate development of effective security strategies and programs, TSA established the Transit Policing and Security Peer Advisory Group.  Formed under the framework of the Government and Sector Coordinating Councils, the Advisory Group brings together the expertise of 15 transit police chiefs and security directors from systems across the Nation as a consultative forum with extensive experience to help align security strategies and programs with operational realities.  
Highway.  TSA is working on a number of strategies to close gaps in security in various aspects of the highway sector—school buses, over-the-road buses, commercial motor vehicles (CMV), HAZMAT motor carriers, and highway infrastructure.  Collaborating with industry and our governmental partners, ongoing programs and initiatives include training and development of standards and guidelines.  TSA partners with the Federal Emergency Management Agency (FEMA) to support these efforts.
To facilitate information sharing, the Highway and Motor Carrier Sector Government Coordinating Council (GCC) and Sector Coordinating Council (SCC) meet on a regular basis. TSA has also developed a Homeland Security Information Network Highway portal, a TSA Highway & Motor Carrier (HMC) Webpage, an internal TSA Highway and Motor monthly newsletter for field personnel, and contributes security notes to industry trade periodicals.  The Highway and Motor Carrier Industry Information and Analysis Center and Highway Watch programs are active and continually processing reports from highway operators and sharing information between industry and TSA.

To facilitate domain awareness, TSA conducts Corporate Security Reviews (CSRs) with motor vehicle transportation organizations, as well as organizations that maintain or operate key physical assets within the highway transportation community with a current focus on the transportation of HAZMAT by motor carriers.  TSA is developing a pilot project for testing the feasibility of tracking trucks carrying HAZMAT by location and load type.  The pilot includes the development of a set of protocols capable of interfacing with existing truck tracking systems, State and local government intelligence operations centers, Federal law enforcement agencies, and first responders.  The Integrated Intermodal Information System-Domestic Feasibility Study focused on the transportation of Extremely Hazardous Materials throughout the domestic transportation system.

Pipeline.  TSA initiated a number of programs to assist pipeline companies in their efforts to secure these vital systems.  For example, through the CSR Program, we have reviewed company adoption of the pipeline security guidelines and developed a best security practices document based on observations throughout the industry.
TSA partnered with our counterparts in Natural Resources Canada (NRCan) to hold an International Pipeline Security Forum.  This event provided an opportunity for pipeline companies, industry associations, and government representatives to exchange security information and best practices.  We continue to work with NRCan on cross border pipeline assessments in accordance with the Security and Prosperity Partnership agreement.  

9/11 Act Implementation

Finally, the recent 9/11 Act implemented important recommendations from the 9/11 Commission and affirmed that Congress remains one of our strongest partners.   This legislation received overwhelming support from members of Congress and provided TSA with much needed tools to evolve transportation security.  In particular, we are pleased to now have the authority to establish an administrative process for civil enforcement of surface transportation regulations and orders, the flexibility to develop a robust air cargo screening program that maintains the flow of commerce, and the authority for VIPR teams to operate in all modes of transportation.  Overall, the Act authorized 33 programs and 20 rulemaking actions for TSA, many of which were already initiated by TSA.  FY 2009 will be the first full year of TSA’s expanded inspector workforce and K-9 team deployment, both strongly supported in the 9/11 Act.  TSA will utilize this legislation as another vehicle to deliver the evolution of transportation security.
Conclusion

The needs of people must continue to drive the focus of transportation security.  The American people and the traveling public require a transportation infrastructure that can be secured without the expense of unreasonable burdens.  The people in our workforce require investments that will allow them to perform effectively and grow professionally.  The people within our homeland security partnerships and network require cooperation, communication, and leadership.  The strength of these relationships has been fundamental to our progress and must continue to remain a focal point as we more forward. 
Madam Chairwoman, thank you again for this opportunity to highlight the progress TSA has made since its creation and to provide a road map for the evolution of transportation security.  I look forward to our continued work together and would be pleased to respond to your questions.
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